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Abstract: This document proposes to add a use case on NWDAF-assisted Smart OPS.
Proposal
It is proposed to add a below use case to TR 23.791.
---Start of the Change---
5.1.x
Use case x: NWDAF-assisted Smart OPS
5.1.x.1
Description
The network operation is envisaged to be advanced and automated by utilizing big data and AI in our vision under the name of "Smart OPS". Such a network operation, which consists of (i) monitoring, (ii) analysis, and (iii) either assurance or fulfilment, is as follows.

(i) Monitoring: Raw traffic data, where sometimes packet capturing is used, is pre-processed and sent to the data analytics engine, where it learns normal traffic. When unusual traffic comes to the engine, it will detect its abnormality. Service quality is visualized per service and per area in an E2E manner over the network. A certain level of prediction is possible. The monitoring platform is unified accompanying massive number of NEs in the era of 5G and IoT. Network configuration information and alarm information are also fully visualized.
(ii) Analysis: The data analytics engine investigates the service quality together with the network configuration information and the alarm information and then automatically estimates failure points and identifies root causes.

(iii)-a. Assurance: This analysis supports manual recovery work and, we see, could lead to automated service recovery or improvement even in a predictive manner.

(iii)-b Fulfilment: This analysis is also utilized for automated configuration change, which covers E2E including core network, access, link, and a new IoT platform. E2E extends to the B2B2X area. The outcome of the analysis might be also used for automated deployment planning that enables an improved network quality.

The above "data analytics engine" is seen equal to NWDAF and this use case considers:
· What kind of information is made available to the NWDAF for the data analysis.

· What kind of information should the NWDAF output to the other network functions.
NOTE:
This use case requires further study, if the above mentioned "data analytics engine" is to be considered as NF (i.e. NWDAF) or to reside in the OSS.

---End of the Change---
